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Evolution and prosperity of homosapiens from Stone age to the age of ICT has proven the progressive interest of human being. The existing world without computers is almost impossible. This is an era of IT and ICT. Knowledge of computer has become an inseparable part to carry out all the assignments of our day to day life .In this context; a person without computer knowledge is a semi-wit gentleman.
Keeping all those issues in consideration, the series of Swarnim Computer Science from grade 3 to 10 have been developed and written according to Government curriculum prepared by Curriculum Development Centre (CDC), Bhaktapur, Nepal. The prime motive of introducing this book is to remove the extra burden of memorizing bulky definitions from the young children's mind and teaching them in innovative and practical methods through pictures, graphics, illustrations and examples.
We would like to extend our sincere gratitude to all the IT lovers, our computer colleagues, scholars and undoubtly to Swarnim Publication Pvt. Ltd. Furthermore, we are thankful to the graphic designers, desktop publishing staff and language editors for their invaluable contribution to bring this book in existence.
We anticipate valuable and constructive suggestions, criticism and feedback from the well-wishers, teachers, parents, expert, students and friends for the improvement of this series and promise to incorporate the good suggestions in the revised edition.
-
 (
(Computer Science)
)

		


 (
 Contents 
)Computer Fundamentals
1. Computer Networking & Telecommunications
2. Internet and its Services
3. Computer Security
4. Computer Virus
5. Cyber Law and Computer Ethics
6. Multimedia and its Applications
7. Number System
Group "B"
Database Management System
8. DBMS: MS Access
Programming
9. Review of QBASIC
10. Modular Programming
11. File Handling in QBASIC
12. Programming in C
13. Exam Modules
14. Abbreviations
15. Chapter wise period weight
16. Specification Grid-2065
17. Model Question Based On
18. SEE-2075 Question Paper
19.  (
(22
 Marks)
1-24
25-36
37-43
44-51
52-59
60-67
68-82
(10 Marks)
83-129
(18 marks)
130-160
161-198
199-214
215-226
227-245
246-250
251-253
254-256
257-282
283-286
287-298
)Project Work in QBASIC

This chapter covers
· Telecommunication and Data ' communication.
· Data transmission modes. (Simplex, Half duplex, Duplex).
· Computer network.
· Components used in computer network.
·  (
• Communication media.
)Topologies.
· Protocols.
Introduction to Telecommunication: The word 'tele' means large distance and 'communication' means sharing of ideas, views and information with other individuals or machine. So telecommunication is the art of communicating at a distance. In the past, people used pigeons to send and receive messages for long distances. Later on invention of Telegraph and Telephone made a remarkable change in the field of telecommunication. The three main media of telecommunication are telephone, radio and television.
After the development of microcomputer in 1980s, people started using computer and telephone (Internet) lines to send or receive data from one place to another. The use of computer to send and receive data from one location to another is known as Data Communication. Now a days people in Nepal also use computer and telephone media to transmit data, get the information of the examination result, to get account information in bank, reserve the air tickets, rooms in hotel, railway reservation and so on.
Basic Elements G. c. Communication System: The five basic elements of any communication system are:-
a. A Sender (source), which creates the message to be transferred.
b. A Medium, which carries the message.
c. A Receiver (sink) which receives the messages.
d. Data - instruction or information to be carried out from one place to other.
e. Protocols - rules for the safe transfer of data.


The telephone line through which your voice is transmitted is the medium and your friend is the receiver. This is a simple example of voice communication. Data communication is also the same. In data communication, the sender and the receiver are normally the computer. The transmission media are the telephone lines, microwave links, satellite links and wired connections . In data communication, data can be text, picture or sound. For the transmission of data from one point to another point, computers are interconnected through transmission media, some examples of data communication are reservation of hotels, trains and planes etc.
Data Transmission Modes: The different modes for transmitting data from one place to another are:
a. Simplex
b. Half duplex
c. Full duplex or Duplex
Simplex: When the transmission of data takes place in only one direction, we call it Simplex mode of data transmission. Devices connected to this mode can either send or receive data at one time. For example radio, television and newspapers.
Half Duplex: When data travels in both direction, but only one direction at a time we call it Half Duplex mode of transmission . Thus, a half duplex mode can alternatively send or receive data . This is the most common type of transmission for voice communication as only one person is supposed to speak at a time. For example: Walkie-Talkie.

a. BITS: BITS stands for Binary digits. It is the smallest unit of the measurement of data in computer system. It is either 0 or 1.
b. BANDWIDTH: It is the amount of data that can travel through a given transmission medium. It is the range of frequency that is available for the transmission of data. It is measured in kbps ( Kilo bits per second) or bps(bits per second). Like in a narrow road, less flow of traffic is required and in a wide road, the flow of traffic is more, similarly less
bandwidth means less amount of data and more bandwidth means more data can pass through the communication medium.
Bit is the basic unit of information transfer. The speed in which information is transferred from one computer to another in a digital system is called information transfer rate or bits per second(bps).
Computer Network: When two or more than two computers are connected with each other, either with the help of a cable or without a cable, the computers are in network. Computers in network can share the resources like data, application, software, hardware and so on.
Services provided by network: Network services are the things that a network can do. The major services provided by network are:

a. pile services: It includes the transfer of files and storage, migration of data from one place to other, file update and others.
b. Print services: It includes sharing printing devices like printers. A printer that is used for sharing in a network acts as print server.
c. Message services: It includes sharing the messages like e-mail, manages integrated email and voice mail, instant messaging (IM).
d. Application services: It includes sharing the application programs. The server holdsthe application and they are accessed by the users in the network.
e. Database services: It includes distributing data. The main server holds the data and distributes it to number of users that can access the database and modify the data. It also provides print facilities to the data.
Advantages of computer network.
i. Hardware Sharing: Computer in network can easily share the expensive hardware devices like printers, fax machines, scanners, hard disks and so on.
ii. Software Sharing: Computer in network can share software and data present in one computer with other computer of network.
iii. Sharing Remote Database: It is very easy to do reservation for airplanes, trains, hotels, checking bank balance, transfer money and so on by accessing the remote databases.
iv. Communication: It is possible to send or receive messages and information from one computer to another at a very fast speed.
v. Cost Effective: Sharing of hardware and software allows us to save our money. We should not expend much in buying costly hardware and software. So, we can easily say that networking reduces the cost.
Disadvantages of computer network.
i. Virus Transfer: In networking all the computers are connected with each other and they share the resources among themselves, so if one computer is affected by a virus, it affects the networking of all the other computers. So, there is more chance of spreading virus.

ii. Less Secure: As computers are connected with each other, the security of data is less. Any one can see the records which are present in others computers without permission.
iii. Less Reliable: As one computer in network stops working, it affects the other computers of network too. Sometimes due to one computer the whole network stops working. So networking is less reliable.
Networking Components: Stand alone PC can use the resources that are available in the single PC or computer. But networked PCs can access the resources of the network and its capabilities .The most essential components of a simple network are:
a. Server
b. Workstation
c. Network Interface Card (NIC)
d. Communication Channel or Transmission media.
a. Server: The main computer in the network, which allows to share its resources like sharing of hardware and software, is known as a server. The operating software used in a server is different from standalone computer. The software used by a server is Network Operating System (NOS) like Novell NETWARE, Linux , Unix, Windows N Advanced 2000 servers and so on.
There are two types of servers:
i.  (
provides services to the
)Non dedicated server: The server which
       workstation and can also be used as a workstation, is known as non dedicated server.         Windows NT, Advanced 2000 servers are the examples of non dedicated servers.
ii. Dedicated server: The computer which are reserved for server's job only and help workstations to access data, software and hardware resources are dedicated servers. These computers cannot be used as workstations. They are powerful computers capable of handling the huge workloads demanded by the workstations. For example, Novell NETWARE server is a dedicated server OS. In a large network, where there are hundreds of workstations sharing resources,
a single computer is not sufficient to function as a server. So, there may be sev servers that allow workstations to share specific resources. Other servers in the network may be File server, Print server, Modem server and so on.

File server: A file server is a server exclusively used for serving files related requests like storing files, deciding about their privileges and regulating the amount of space allowed for each user.
Print server: The Print server takes care of the printing requirements of a number of workstations. In a LAN with a large number of workstations, several users can requests for printing in intervals of just a few minutes. The print server actually stores the files to be printed on its memory, and then executes these requests (prints) on First In First Out (Fl FO) basis.
MODEM Server: A modem server allows network users to use a MODEM to transmit long distance messages through Internet.
b. Workstation: Workstations are the computers that are attached to a network and use the resources of the network. A computer in a network is also called node.
c.  (
idea to use the fastest network card available for the workstations we are using.
)Network Interface Card (NIC): Network Interface Card is a hardware device that acts as an Interface between the networking cable and the computer. Each NIC that is attached to a computer having a unique number to identify it, called node address. Thus a node address of a computer in network means the address of the NIC that is attached to the computer. NICs are the major factors in determining the speed and performance of a network. It is a good
d. Communication channels or Transmission media: The physical channels or pathways through which data travels from one place to another place or from one computer to the other are known as communication channels or transmission media. There are two types of communication media. They are Bounded and Unbounded media.
e. Bounded communication media: Bounded communication media also known as Guided or Wired media are the communication media in which data have to travel in a closed path. Data are restricted to travel inside physical wire. For example: Twisted pair cable, Coaxial cable and Fiber optic cable.

1. Twisted pair cable: As the name suggests, twisted pair cable consists of a pair of insulated copper wires twisted around each other.
It is the most common form of wiring in data communication. The number of twisted pair can be 1,2,4 or more. It comes in two categories. They are:
a. Unshielded Twisted Pair (UTP) and
b. Shielded Twisted Pair  STP).
 (
CAT-5 Cable
)


a. Unshielded Twisted Pair: Unshielded Twisted Pair cables are similar to telephone cables but their conducting leads have been enhanced for high frequency data transmission . Since the inner conductor is not shielded or covered, it has more Electro Magnetic Interference (EMI) . Electro Magnetic Interference is the interference of outer electronic data into the wire . These cables are standardized into various categories by different number like CAT1, CAT2 , CAT5 which indicates signal integrity attributes. CAT 5 is commonly used for UTP cables.
b. Shielded Twisted Pair: STP cables have a metal foil or braided-mesh covering, that covers each pair of insulated conductors. Since the inner conductor is shielded or covered, it has less Electro Magnetic Interference (EMI). It also helps to eliminate cross talk during telephone conversation. These cables are more expensive than
UTP cables and are also known as IBM Type 1.
2. Coaxial cable: Coaxial cables are commonly used for television transmission. It provides higher bandwidth and better reliability. Coaxial cable has inner layer conductor of wire made up of copper, covered by an insulating material. The outer layer also has a conducting material that is in the form of a mesh surrounded by an insulating layer.


3.  (
Coaxial cables
)Fiber Optic cables: These cables are different than other cables as it plays a different set of  rules . Instead of electricity (electrons), it uses pulses of light (photons) for communication. Since there is no electrons in this cable, it is completely immune to Electro
Magnetic    Interference (EMI). It has a higher bandwidth than the copper cables and also allows more information to be carried. It is made up of a very fine hair like glass fiber or plastic covered by a protective outer insulation.
Unbounded Transmission media: Unbounded Transmission media also known as unguided or wireless transmission media are the communication media in which data don't travel in a closed path. Data are not restricted to travel inside physical wire instead they travel through air medium. For example: Radio wave, Microwave, Infrared, Satellite and so on.
1. Radio wave: It is a type of wireless transmission medium in which transmitting and receiving stations needn't to be in line of sight. It contains a dish-shaped antennae to receive information. They can operate on single and multiple frequency bands.
2. Microwave: Microwaves have been used in data communications for a longer distance. They have higher frequency than radio wave and therefore can handle larger amounts of data. Microwaves cannot pass the obstacles like hills,
Buildings  and  others. Therefore it is necessary that microwave transmission must be in Line Of Sight (LOS) with each other. The transmitting station must be in visible contact with the receiving station.


3.  (
4. Infrared: 
Infrared is a wireless transmission technology that uses a red light (below the visibility of human eye) to transmit information. Like fiber optic transmission, infrared communication uses light. They are commonly use television and a VCR.
)Satellite: They are the microwave transmission system in space. Satellites are set in geostationary orbits directly over the equator which rotates in synchronization to the earth and hence look stationary from any point on the earth. These geostationary orbits are placed 36,000 KM above the earth's surface. The communication is carried through uplinks and downlinks. A satellite is an amplifier or repeater that receives information from one location on the earth, repeats the data and sends it to one or more receiving locations on the earth.



5. Blue tooth: It is a low cost, low power, wireless radio frequency technology that allows various devices to communicate with each other. Blue tooth is better than infrared as it can cover a distance of 10 to 32 feet whereas in infrared, close proximity is required.
Media connectors: Media connectors are the devices that act as an interface between the media wire and the computer. They are used to connect computers in a network. Depending upon the wires, different connectors are used. Some of them are:
1. RJ-45: It Stands for Registered Jack and used for UTP cabling. It is a plastic connector that looks like a telephone connector. A slot allows the RJ-45 to be inserted in only one way. The connector follows a standard borrowed from telephone industry for communication. This standard defines the wire that goes with each pin inside the connector.
2. BNC Connector: BNC stands for British Naval Connector. It is also known as Bayone -Neil Concelman.
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It is the most common type of connector used with coaxial cables. Different types of  BNC connectors are available including T-connector, Barrel connector and  Terminator.
3.  ST connector: This connector is used with fiber optic cable .It is a barrel shaped , similar to a BNC connector. It has a squared face and is easier to connect in a confined space.
Transmission of data: The technique by which a digital signal is converted to its analog form is known as modulation. The
 process of converting the wave into amplitude or phase is called modulation. It is most often used for superimposing digital data on analog waves. There are three forms of modulation which are:
a. Amplitude Modulation (AM) is a modulation technique used in electronic communication, most commonly for transmitting information via a radio carrier wave. In amplitude modulation, the amplitude (signal strength) of the carrier wave is varied in proportion to that of the message signal being transmitted. In this modulation Frequency and Phase remains constant only Amplitude varies. It can carry 1200 bits per second (bps)
. Frequency Modulation (FM) is the modulation of a radio or other wave by variation of its frequency, especially to carry an audio signal. In this modulation only Frequency varies while Amplitude and Phase remains constant. It can carry 1200 to 2400 bits per second (bps)
Phase Modulation (PM) is the variation of the phase of a radio or other wave as a means of carrying information such as an audio signal. This technique of sending signals is more noise resistant and efficient than other modulations. It can
carry up to  9600 bits per second bps






















































Types of Computer Networks  : There are three types of Computer Networks. They are:
a. Local Area Network (LAN).
b. Metropolitan Area Network (M AN).
c. Wide Area Network! WAN).
a. Local Area Network (LAN): A computer network which is limited to a small area such as a room , office , building , campus and university is known as Local Area Network . Its speed is the fastest among other networks as it uses only one type of transmission media such as coaxial or twisted pair but never both. It is limited to maximum 5 KM or less. It connects workstations , personal computers,
.     Printers and other   devices  . All these
Resources   are normally physically connected via cables.
b. Metropolitan Area Network (MAN): A Computer network which covers an entire city or district is known as Metropolitan Area Network .MAN connects two or more LANs together. Big companies  , banks and many organizations have their branches or sub offices in a city or in neighboring cities . They use MAN to connect with
Their  branches or sub offices for communicating data and information. It is limited to a area of 100 KM. The communication media in M ANs may be optical fiber or unbounded communication media like microwave system , infrared system and radio wave to link their branches and sub offices.
c. Wide Area Network (WAN): A computer which can be extended to the whole world or universe is known as Wide Area Network . It is also known as Network of LANs. They are used to connect local area networks together so that users and computers in one location can communicate with users and computers in other locations. The best example of WAN is Internet and Intranet. Internet is public whereas Intranet is private. WAN is unlimited. It is the slowest data communication as it covers cities, countries and continents.

[bookmark: bookmark24][bookmark: bookmark25]WAN
	Differences between LAN and WAN
	

	Wide Area Network
	Local Area Network
	

	i. It covers a large geographical area, nationwide or world  wide.
	i. It is limited to a small geographical area such as a small room or building.
	

	ii. The cost of transmitting data in LAN is almost nil as it is owned by the organization.
	ii. The cost of transmitting data in WAN is high as leased line or public system are used.
	

	iii. Physical cables like coaxial cables and twisted cables are used for networking.
	iii. Both wired and wireless media are used for communication.
	

	iv. Its speed is very fast as compared to WAN.
	v. Its speed is slower in comparison to LAN.
	

	v. It is limited to 5 KM.
	v. It is unlimited.
	



Networking Architecture: Based on the services provided by the network, a network architecture is divided into two types.
a. Client/Server architecture: In this model, the data and application programs are stored on powerful centrally located servers. Each workstation computers on the network are clients and they share resources of the server computers. The server is a high capacity, high speed computer with a large memory capacity.

In this architecture a user having client computer can access server only when he/she has right to do so. That means unauthorized person can't access the server on the network. The clients (workstations) have to request the server for the data or action instead
of carrying it out by themselves. The clients are also known as front end and server as backend.
b. Peer-to-Peer architecture: In  these network architecture, there is no dedicated server. Any computer can act as client or server i.e. all computers can both request and provide services. Each node can share its resources with other nodes in the network. No computer is in-charge of the network . All computers share the network management task.
Network Topologies : The physical layout or
geographical orientation of the computers in network is known as network topology. There are many different ways for setting up LAN. These setups are different due to different requirements of the users.
Some requirements are: high speed of data transfer and data security. It can also be defined as the pattern or interconnection of computers in a network. Different types of network topologies are:
a. Bus Topology: A type of arrangement of computers in which all the computers of network are connected to a single cable or trunk in a linear way is known as bus topology. It consists of one continuous cable (Bus or Backbone) and a terminating  resistors (terminator) at each end. The position of the server is not fixed in this topology. .The server can be anywhere on the network. It can beat the end or in the middle. The signal passes through the bus in both directions and can be received by all other nodes. All nodes on the bus topology have equal access to the bus and here is no discrimination.









       Advantages of  bus topology 


a. Bus topology is easy to setup.
b. It is not expensive as it requires least amount of cables.
c. It is easy to implement and extend.
d. Terminator resistors at the end does not allow data to escape.
Disadvantages of Bus Topology.
a. It depends upon a single cable (Bus), if the cable fails to work the whole network fails.
b. As the number of computers are added, its performance decreases.
c. In this topology fault finding is very difficult.
d. It can' t cove a large geographical area.
b. Ring Topology: A computer arrangement in which all the computers of network are connected to a single cable or trunk in a circular way is known as ring topology. In this topology the first and last computers are also connected with each other. Here, each computer acts like a repeater that boosts an incoming signal before passing it to the next computer. Data travels from one computer to another in a clockwise or anticlockwise direction. As the message or data is

reached to the destination node, the node accepts the message and sends a reply to the originating sender. If any breakthrough occurs in the cable, the whole network collapses.
Advantages of Ring Topology.
a. Increase in computer system has minimal impact on performance.
b. All stations have equal access.
c. Each node on the ring has repeater, so it can be expanded to a greater distance.
d. Speed is high as data travels in only one direction.
Disadvantages of Ring Topology.
a. It is also dependent on a single cable, if the cable fails to work, the whole network fails.
b. Changing network structure is very difficult.
c. It can not cover a large geographical area.
d. Rewriting of the program is required, while adding or removing computers.
 (
c.
) (
Star Topology: 
A topology in which all workstations and servers are connected to a centrally-located device called a hub or switch in the form of a star is known as star topology . It is not always necessary that they should form a star. The message first goes to the central device and then transmits to its destination. Adding and removing computers is fairly easy in this topology. This design provides an excellent platform for reconfiguration and troubleshooting. A break in the medium is
)
easy to isolate and doesn't affect the rest of the network.
Advantages of  Star Topology.
a. It is easy to add or remove computers in this topology.
b. If one computer or link fails, the other workstations are not affected.
c. Workstations can be added and removed easily without affecting the network.
d. It is one of the most reliable network topology.

I Disadvantages of Star Topology.
a. It is dependent on a central device, so if it fails the whole network fai|s.
b. Maximum number of cables are required as each computer need to conect  to the hub or switch.
c. It is expensive as a lot of cables and other controlling devices are required 
 (
.
d.  Mesh Topology: 
A topology in which all computers are connected with one another, forming a mesh(network) is a called mesh topology. In this topology, several star topologies are connected together with linear  bus topology.
)
It is the only true point -to- point design. This design is not very practical because of its excessive waste of transmission media. This topology is difficult to install and reconfigure. Moreover, as the number of devices increases, the difficulty of installation increases geometrically.
Advantages of Mesh Topology.
a. It is more reliable. If any one connection breaks down, it will not affect other computers.
b. Communication is very fast between any two computers.
c. Identifying faults and isolating it is very easy.
Disadvantages of Mesh Topology.
a. It is difficult to install and reconfigure especially as the number of devices increases.
b. It is expensive as It uses maximum number of cable.
c. Because of its complex nature , it is not popular or practical.

e. Tree Topology: It is one of the hybrid topology, which is the combination of bus and star topology. In this topology several star topology are connected together with linear bus topology. All the advantages and disadvantages of star and bus are applicable with this topology.

Internetworking devices: The devices that are used to connect two or more than two networks together are known as internetworking devices. For example: Bridge, Router, Gateway, Repeater and so on.
Repeater: Repeater is a network connecting device that increases the length of network by amplifying weak signals. It accepts the weak signals, electrically regenerates them and again sends them on their way. The segments that are joined by a repeater must have the same protocol and transmission techniques. This device cannot separate noise from message. So sometimes it amplifies noise along with the message.
a.
b.
Bridge: It is also a network connecting device. This device is used to join two similar types of networks or LANs together. Based on physical addresses, bridge decides who gets through it and who doesn't.
c.
Router: It is also known as the Intelligent device as it not only connects similar and dissimilar LANs together but also determines the best path for sending data to the receiver.
d.
Gateway: This device is used to connect two dissimilar types of network. For example: LAN of Mainframe computer with LAN of Mini  computer. Gateway sometimes writes the data after little modification in connecting networks and sometimes totally rewrites the data into a new one. It serves as an entrance to another network. It also acts as a firewall in the network.










































e. Hub: It is a device used to centralize network traffic via a single connecting point. Hubs can be of two types, namely the active hub and the passive hub. An active hub regenerates and transmits
incoming signals and needs electric power to operate. On the other hand, passive hub acts as a connecting point and does not amplify or regenerate a signal. It does not require any electric power to ON. It is also known as multi-port repeater.
f. Switch: It is the most popular network connecting device. This device connects two or more than two different networks. The process of making link between
transmitting devices and receiving devices for communication is called switching.
Communication protocol: A protocol is a set of rules that governs or controls the transmission of data over a communication network . These rules determine the access method, physical topology, types of cable and speed of data transfer. Some the common protocols are:
· TCP/IP.
· FTP.
· HTTP.
· POP.
· ARP.
· IPX/SPX.
a. TCP/IP: TCP/IP stands for Transmission Control Protocol /Internet Protocol. It consists of two protocols, Transmission Control Protocol is responsible for verifying the correct delivery of data between the computers and Internet Protocol is responsible for moving packet of data from node to node.
IP forwards each packet of data based on the destination address known as IP address.
’	—	. "	' ■	- ’	’	’•''ll
b. FTP: File Transfer Protocol is responsible for transferring files or programs in the Internet. It is also a tool responsible for downloading  and uploading.
c. HTTP: Hyper Text Transfer Protocol is responsible for performing

communication between the web browser and web server. The clients send a request through browser and server responds the requests. This is possible only with the help of HTTP.
d. SMTP: Simple Mail Transfer Protocol is responsible for the transmission of email messages. It sends e-mail from one computer to another.
e. POP: Post Office protocol is responsible to retrieve email messages from email server.
f. ARP: Address Resolution Protocol is responsible for finding the hardware address of devices using IP address.
g. IPX/SPX: Internetwork Packet exchange/ Sequenced Packet exchange is composed of two protocols. IPX provides network addressing and routing and SPX provides connection oriented communication on the top of the IPX.
Communication device: These devices transmit, translate and transform data into signals. For example: Modem and Multiplexers.
Modem: Modem stands for Modulator and Demodulator. During Modulation, it translates the digital data into analog signals. During Demodulation, it translates the analog signals back to digital signals.
Multiplexer: Multiplexer allows to send multiple signals across single transmission medium .Multiplexing (or muxing) refers to the
process of funneling multiple data connections into one circuit	f
for transport across a single medium. An excellent example can	N
be found in TV cabling. In a TV cable, more than 100 channels . travel through single coaxial cable.
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telegraph migration Interference immune insulation
) (
proximity superimposing
) (
leased
) (
orientation reconfigure
)
: sending message either through wires or electricity. :	to travel from one place to another.
: taking part in other matter/ Interruption.
:	protected against or resistant.
: does not allow to pass electricity through it.
in near distance/very close, to place overthe other.
taken on rent.
position or layout rearrangement/arranging again.
	simultaneously
	: atthe same time.

	noise
	:	unwanted signals in computer language.




	Summary
	



· Computer Networking is the connection of two or more computers with or without a cable.
· Transmission of data from one computer to another is known as data transmission.
· Data is transmitted in three different modes known as Simplex, Half duplex, and Full Duplex mode.
· The data handling capacity of a communication channel is called Bandwidth.
· The wired data communication media are STP, UTP, Coaxial, Fabre  Optic and so on.
· The wireless data communication media are Satellite, Radio wave, Infrared and soon.
· Computer networking is categorized as LAN, MAN and WAN.
· The geometrical placement of computers in a LAN is called Topology. For example: Bus Topology, Star Topology, Ring Topology and so on.

· Computer Architecture defines the role of a computer in a LAN. Peer to Peer and Client Server are the two Computer Architectures.
· Protocols are the rules that governs the data. TCP/IP, FTP and SMTP are some examples of protocols.
1. Fill in the blanks.
a	is	connectivity device which contain multiple ports.
b. In 	network,	all the computers on network have equal
responsibilities.
c. The	are set of rules and formats for sending and receiving
data.
d	is a device with multiple ports for connecting different
computers on the network.
e	uses light rather than electricity to transmit information.
f. In	topology	a cable called a bus connects the computer.
g. The network that connects two or more LANs together across a wide
geographical area is called	
h	means two way communication system.
i	connects similar systems together.
j. In	topology,	all the computers are connected to each other.
2. State whether the following statements are True or False.
a. In Peer-to-Peer architecture there is no dedicated server.
b. In simplex transmission mode, transmission can take place in two directions.
c. Computer network reduces the cost.
d. MAN connects two or more LANs together.
e. Computer network allows sharing software.
f. Coaxial cable has much greater bandwidth than fiber optic cable.
g. Internet is an example of WAN.
h. Bridges are more intelligent than Routers.
i. NIC is a hardware device that connects one node physically.

j. A Gateway is a networking device that connects two dissimilar networks.

3, Choose the best answer.
a. Which of the following is a network service?
i	File service	ii. Print service iii. Message service
b The computer that acts as a central authority in a network.
i. Protocol	H-Client iii. Server
c. Which of the following is not a connector?
i. BNC	ii. DIX	iii. RJ-45
iv. POP
iv. All
iv. None
d. The topology which has a circular loop of point to point links is	
L Ring	ii. Bus	iii. Star	iv. Tree
e. Two way communication media is	
i. Radio	ii.TV	iii. Newspaper
f. Which is the example of communication media ?
iv. Internet
	i. Radio Wave  ii. Fabre Optics
	iii. Microwave
	iv.AII

	Choose the odd one out.
	
	

	i.ST Connector  ii.BNC
	iii. RJ-45
	iv. PS/2

	The topology which has only true point to point design.
	

	i.Star	ii. Ring
	iii. Mesh
	iv. Bus

	A device which has multiple ports.
	
	

	i. Hub	ii. Router
	iii. Bridge
	iv. Gateway

	Data transfer rate in MODEM is
	
	

	i. kbps	ii.Mbps
	iii. Bps
	iv.None



h.
i.
j-
g-
4 Write the technical terms for the following.
The  computer that acts as the central authority in a network.
The amount of data that can be transmitted through communication channels in fixed time period.
The  device that makes communication between workstations and server.
A  network which extends beyond 100 KM.
A device that accepts signals, regenerates them and sends them back on their way.
A communication  media which uses light to carry a data signal through the cable.
Physical  layout of computer.
a.
b.
c.
d.
e.
f.
g-
h. An intelligent device that connects two different networks












































i. One way communication media.
j.	The network in which all the computers have equal capabilities and responsibilities.
5. Match the following.
i.  (
one way communication
Internet device
two way communication
Fiber optics
guided media
Infrared
radio wave
hub
coaxial cable
client
Novel NETWARE
HTTP
Node
UTP
blue tooth
BNC
RJ-45
Central devices
Network with in  a city
Network within a building
lEEE
j.PSTN
CSU/DSU
k.lSDN
MAC
I.VSAT
)a. Transmission media
b. Simplex
c. Duplex
d. Modem
ii. a. Unguided media
b. Guided media
c. red light
d. network component
in. a. Computer in network
b. Network OS
c. Types of cable
d. Protocol
iv. a. LAN
b. Coaxial cable
c. Cat 5
d. Hub
6. Give Full form for the following.
a. EMI	d.TCP/IP
b. MBPS	e.BNC
c. ARP	f.DNS
7. Answer the following questions.
a. Define Network. Write any two services of network.
b. Define communication and data communication.
c. What are the five components of data communication?

Write any two advantages of Computer network. Write any two disadvantages of Computer network. Define data transmission mode? Mention their types.
g. Differentiate between simplex and duplex data transmission mode.
h. Define bandwidth. What is the unit of bandwidth?
i. Define communication media. Mention their types
j. Differentiate between guided and unguided media.
k. What is modulation? Name its types
l. Define modem and multiplexers.
m. Write any two advantages of bus topology
n. What is network topologies ?Name any four types of network topologies.
o. Write any two disadvantages of ring topology.
p. Write any two advantages of star topology.
q. Define Server and workstation.
r. What is internetworking hardware? Name any two internetworking
hardware.	&
s. Write any two features of fiber optic cables.




















